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Essex Tennis (ECLTA) respects your privacy and is committed to protecting your personal data.  

“We” are Essex Tennis (ECLTA) and our address is Redbridge Sports & Leisure, Forest Road, 
Barkingside, Essex IG6 3HD. We are the data controller for the purposes of the Data Protection Act 
2018, the UK GDPR and any other data protection legislation applicable in the UK from time to time. 
This means that we are responsible for deciding how we hold and use personal information about 
you. We are required under data protection legislation to notify you of the information contained in 
this privacy policy. 

If you have any questions about our use of your personal data, please contact us using the details 
set out in paragraph 9 below. 

Please note that links on our website may take you to external websites which are not covered by 
this policy. We recommend that you check the privacy policies of these websites before submitting 
any personal information to them. We will not be responsible for the content, function or information 
collection policies of these external websites. 

1. What personal data do we collect about you and how do we collect it? 

Personal data, or personal information, means any information about an individual from which that 
person can be identified. It does not include data where the identity has been removed (anonymous 
data). There are certain types of more sensitive personal data which require a higher level of 
protection, such as information about a person’s health or sexual orientation. Information about 
criminal convictions also warrants this higher level of protection. 

Information you provide to us 

We may receive personal information about you whenever you:  

• contact us (through our website or by phone, text, email or post).  

• Use our website. 

This information may include: 

• Information about your identity, such as your full name, title and date of birth. 

• Contact information, such as your postal address, email address and telephone number. 

• Information about your location and your IP address when you visit our website. 

• Payment information or bank details in order to enable us to make payments to you, which 
will normally destroyed after the payment has been made. 

 

We also collect, use and share aggregated data such as statistical or demographic data for any 
purpose. Aggregated Data could be derived from your personal data but is not considered personal 
data in law as this data will not directly or indirectly reveal your identity. For example, we may 
aggregate your Usage Data to calculate the percentage of users accessing a specific website 
feature. However, if we combine or connect Aggregated Data with your personal data so that it can 
directly or indirectly identify you, we treat the combined data as personal data which will be used in 
accordance with this privacy policy. 
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We do not collect any sensitive data (known as “Special Categories of Personal Data”) about you 
(this includes details about your race or ethnicity, religious or philosophical beliefs, sex life, sexual 
orientation, political opinions, trade union membership, information about your health, and genetic 
and biometric data). Nor do we collect any information about criminal convictions and offences. 

Information we collect through our website 

When you visit our website we may collect the following information: 

• Which pages you view and which links you follow. 

• Your IP address and general location. 

• Details of your visits to our website and the resources that you access, including, but not 
limited to, traffic data, location data, weblogs and other communication data. 

Information we collect about you from other sources 

We may collect information about you from other sources. This may include the following: 

• Publicly available information, from sources such as Companies House and the Electoral 
Roll. 

• Information you have shared publicly, including on social media (particularly in respect of job 
applications). 

• Information from third party databases, such as credit reference agencies. 

This list is not exhaustive, and in specific instances we may need to collect additional data for the 
purposes set out in this policy. 

2. How and why do we use your personal information? 

It is necessary for us to use your personal information gathered as set out in paragraph 1 above for 
us to fulfil the activities offered by Essex Tennis which you have agreed to participate in or receive 
products or services from us. Otherwise, we will only use your information in this way where we have 
a legitimate interest to do so.  

Ordinarily, we do not rely on consent as a legal basis for processing data other than in relation to 
sending marketing communications to you via email or text message. You have the right to withdraw 
consent at any time by contacting us.  

We have set out below, a description of all the ways we may use your personal data, and which of 
the legal bases we rely on to do so.  

Note that we may process your personal data for more than one lawful ground depending on the 
specific purpose for which we are using your data. Please contact us using the details set out in 
paragraph 9 below if you need details about the specific legal ground on which we are relying to 
process your personal data where more than one ground has been set out in the table over.  
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Purpose/Activity 

 

Type of data 

 

Lawful basis for processing 
including basis of 
legitimate interest 

 

County Competitions Full name and DOB Processing by an Association 

Honour’s Board Full name Substantial public Interest 

County Training Full name and DOB Processing by an Association 

   

   

 

Marketing  

We strive to provide you with choices regarding certain personal data uses, particularly around 
marketing and advertising. You can ask us to stop sending you marketing messages at any time by 
contacting us to amend your preferences, methods of contact and products/services you wish to 
hear about.  

Promotional offers  

We may use your personal data to form a view on what we think you may want or need, or what may 
be of interest to you. This is how we decide if any of our products or services may be relevant for 
you (we call this marketing). 

You will receive marketing communications from us if you have requested information from us or 
services from us and, in each case, you have not opted out of receiving that marketing. 

Third-Party Marketing  

We will get your express opt-in consent before we share your personal data with any company for 
marketing purposes.  

Opting Out  

You can opt-out of any marketing at any point by contacting us using the details set out in paragraph 
9 below or by clicking the “unsubscribe” or equivalent link on any of our marketing communications. 

Change of purpose 

We will only use your personal information for the purposes for which we collected it, as set out 
above, unless we reasonably consider that we need to use it for another reason and that reason is 
compatible with the original purpose. If we need to use your personal information for an unrelated 
purpose, we will notify you and we will explain th3e legal basis which allows us to do so. 

Please note that we may process your personal information without your knowledge in compliance 
with the above rules, where this is required or permitted by law. 
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3. Who do we share your personal information with? 

Sharing your information within our company and group 

If required. we will share your personal data with our staff and volunteers so that we can achieve the 
purpose for why it was collected.  

Sharing your information with third parties 

We may share your data with selected third parties. For example, we may share your information 
with: 

• Internet hosting providers to host the website, related infrastructure, services and 
applications. 

• Contact management systems to send emails, instant messages, social media messages 
and SMS messages. 

There are certain exceptional circumstances in which we may disclose your information to third 
parties. This would be where we believe that the disclosure is: 

• Required by the law, or in order to comply with judicial proceedings, court orders or legal or 
regulatory proceedings. 

• Necessary to protect the safety of our staff/volunteers, our property or the public. 

• Necessary for the prevention or detection of crime, including exchanging information with 
other companies or organisations for the purposes of fraud protection and credit risk 
reduction. 

• Proportionate as part of a merger, business or asset sale, in the event that this happens we 
will share your information with the prospective seller or buyer involved. 

4. How long do we keep your personal information? 

We will only store your personal information for as long as we need it for the purposes for which it 
was collected. If you would like more information about exactly how long each particular piece of 
your personal data will be stored by us, please contact us using the details set out in paragraph 9 
below.  

5. How do we protect your personal information? 

We will take all steps reasonably necessary to ensure that your personal data is treated securely 
and in accordance with this policy. 

When we transfer any of your personal data via the internet or our website, we try to ensure that it 
is transferred securely. Unfortunately, the transmission of information via the internet is not 
completely secure and although we will do our absolute best to protect your personal data, we cannot 
guarantee its security. We will however use strict procedures and security features to try to prevent 
unauthorised access to your personal data. 

All information you provide to us is stored on secure servers in the UK or the European Economic 
Area.  
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We have put in place procedures to deal with any suspected data security breach and will notify you 
and any applicable regulator of a suspected breach where we are legally required to do so. 

6. What rights do you have in respect of your personal information? 

If you require any further information about your rights as explained below, or if you would like to 
exercise any of your rights, please contact us using the details set out in paragraph 9 below.  

You have the right to be informed 

We have a legal obligation to provide you with concise, transparent, intelligible and easily accessible 
information about your personal information and our use of it. We have written this policy to comply 
with this right.  

You have the right to access your personal data 

You have the right to ask us to confirm whether or not we hold any of your personal information. If 
we do, you have the right to have a copy of your information and to be informed of the following: 

• Why we have been using your information. 

• What types of information we were using. 

• Who we have shared the information with. 

• How long we envisage holding your information. 

In order to maintain the security of your information, we will have to verify your identity before we 
provide you with a copy of the information we hold. The first copy of your information that you request 
from us will be provided free of charge, if you require further copies we may charge an administrative 
fee to cover our costs. 

You have the right to correct any inaccurate or incomplete personal data 

Where you have requested a copy of the information we hold about you, you may notice that there 
are inaccuracies in the records, or that certain parts are incomplete. If this is the case you can contact 
us (using the details set out in paragraph 9 below) so that we can correct our records. 

You have the right to be forgotten 

There may be times where it is no longer necessary for us to hold personal information about you. 
This could be if: 

• The information is no longer needed for the original purpose that we collected it for. 

• You withdraw your consent for us to use the information (and we have no other legal reason 
to keep using it). 

• You object to us using your information and we have no overriding reason to keep using it. 

• We have used your information unlawfully. 

• We are subject to a legal requirement to delete your information. 
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In those situations you have the right to have your personal data deleted. If you believe one of these 
situations applies to you, please contact us using the details set out in paragraph 9 below. 

You have the right to have your data transferred to you or a third party in a common format 

Also known as data portability, you have the right to obtain a copy of your personal data for your own 
purposes. This right allows you to move, copy or transfer your personal data more easily from one 
IT system to another, in a safe and secure way. 

If you would like us to transfer a copy of your data to you or another organisation in a structured, 
commonly use and machine-readable format, please contact us using the details set out in 
paragraph 9 below. There is no charge for you exercising this right. 

You have the right to object to direct marketing 

You can tell us at any time that you would prefer that we do not use your information for direct 
marketing purposes. If you would not like to receive any direct marketing from us, please contact us 
using the details set out in paragraph 9 below or use the links provided in any of our marketing 
communications. 

You have the right to object to us using your information for our own legitimate interests 

Sometimes, we use your personal information to achieve goals that will help us as well as you. When 
we use your information to help us make our organisation better; and when we contact you to 
interact, communicate or to let you know about changes we are making. 

We aim to always ensure that your rights and information are properly protected. If you believe that 
the way we are using your personal data is not justified due to its impact on you or your rights, you 
have the right to object. Unless we have a compelling reason to continue, we must stop using your 
personal data for these purposes. 

You have the right to restrict how we use your personal data 

You have the right to ask us to stop using your personal data in any way other than simply keeping 
a copy of it. This right is available where: 

• You have informed us that the information we hold about you is inaccurate, and we have not 
yet been able to verify this. 

• You have objected to us using your information for our own legitimate interests and we are 
in the process of considering your objection. 

• We have used your information in an unlawful way, but you do not want us to delete your 
data. 

• We no longer need to use the information, but you need it for a legal claim. 

You have rights related to automated-decision making and profiling 

If we undertake any automated decision-making or profiling it is solely for the purpose of tailoring the 
information which we provide to you. We will not use automated decision-making or profiling to make 
any decisions which will have a legal effect upon you or otherwise significantly affect you, and you 
have the right not to be subject to such decisions. If you have any concerns or questions about this 
right, please contact us using the details set out in paragraph 9 below. 
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7. Changes to our Privacy Policy 

Any changes we make to our privacy policy in the future will be posted on this page and, where 
appropriate, notified to you by email. Please check back frequently to see any updates or changes 
to our privacy policy. 

This version was last updated on 31/05/2022 and historic versions can be obtained by contacting us 
using the details set out in paragraph 9 below. 

8. Complaints 

If you wish to make a complaint about our collection or use of your personal data, please contact us 
(using the details set out in paragraph 9 below) in the first instance so that we may seek to resolve 
your complaint. 

You have the right to lodge a complaint with the Information Commissioner’s Office (ICO), the 
statutory body which oversees data protection law in the UK. Please visit the ICO website if you wish 
to lodge a complaint with the ICO. 

9. Contact Us 

Our contact details are as follows are: 

 Post: Redbridge Sports Centre, Forest Road, Barkingside, Essex IG6 3HD 

 Email:  Joanne@essextennis.org.uk 

 Telephone:  0208 502 6364  

https://ico.org.uk/concerns
mailto:Joanne@essextennis.org.uk

